
TARGET AUDIENCE

TRECCERT Information Security Specialist in Remote Work (ISSRW) is a course developed to provide 

trainees with a solid knowledge on information security applications in remote work. The training 

course provides an in-depth explanation of guidelines and controls mandated to establish, manage 

and improve information security practices in remote work.

The ISSRW training course is developed for Information 

Security Specialists and professionals interested to 

increase their competency in information security when

working remotely.

LEARNING OBJECTIVES
Know and understand the concept and application 
of remote work on a continuous basis or during 
unexpected events.

Know and understand the interrelation of remote 
work with business continuity.

Know and understand the concepts related to the IT
infrastructure. 

Know and understand the impact of remote work 
on information security.

Know and understand the importance of risk 
assessment on selecting and implementing
the appropriate security controls.

Information Security
Specialist in Remote
Work (ISSRW)
Training Course

COURSE MATERIAL 
FACTSHEET

Training Slides 

100

Quiz Questions

5

Exercises

2
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4. Security Controls for Remote Work
Administrative Controls

Technical Controls

Physical Controls

Compliance

COURSE OUTLINE
1. Introduction to Remote Working

Definitions of Remote Work

The Development of Remote Work

Challenges of Remote Work

Integral Part of Business Continuity

2. IT Aspects of Remote Working
IT Infrastructure Accommodation for Remote Working

Remote Working Resources and Tools

3. Secure Working Environment
Information Security and Remote Working

Information Security Risk Management

EXAMINATION DETAILS

? Type of exam

Multiple choice
Nr. of questions

40

Duration

60 minutes
Location

Online

COURSE DETAILS

Language

English
Duration

One (1) day

CPE Credits

8
Training mode

Classroom and online


